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Information technology — Open Systems I nter connection — The Directory: Public-key
and attribute certificate frameworks

Technical Corrigendum 3

(covering resolution to defect reports 332, 333, 334, 344, 348 and 352)

1 Correction of the defectsreported in defect report 332
InftheCerti fi cat eExt ensi ons module of Annex A, change:

i d- ce- naneConst r ai nt OBJECT IDENTIFIER ::= {id-ce 30}
to

i d- ce- nameConstraints OBJECT | DENTI FI ER = {id-ce 30}
2 Correction of the defectsreported in defect report 333

D¢lete subclause 15.1.2.5 and renumber 15.1.2.6 to 15.1.2.5.
Réplace the last part of subclause 15.5.2.5 starting with " The indirect issuer matching rule..." with:

The presence of this extension within an attribute (certificate may be determined by applying the
ext ensi onPr esenceMat ch matching rule.

Add a new subclause 17.3.5:

1735 Extension presence match

The Ext ensi on Presence Match rule compares for equality a presented object identifier value identifying a
particular extension with the ext ensi ons. gomponent of a certificate.

ext ensi onPresenceMatch MATCHI NG RULE :: = {
SYNTAX  OBJECT | DENTI FI.ER
I D i d- nT - ext ensi onPr esenceMat ch }

This matching rule returns TRUE if the certificate contains the particular extension.

3 Correction of the defectsreported in defect report 334
In[17.2.9, change:

i d- at - xMPpr ot Pri vPol i cy

to

id-at-xm PrivPolicy

Make the same change to Annex A.

4) Correction of the defectsreported in defect report 344
In 3.3, add the following new definitions:
end-entity certificate: An attribute or public-key certificate issued to an end-entity.

end-entity attribute certificate: An attribute certificate issued to an end-entity.
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